














































































































































































































































































































City of Fort Worth, Texas

Mayor and Council Communication

DATE: 12/14/21 M&C FILE NUMBER: M&C 21-0937

LOG NAME: 04AMEND CITY SECRETARY CONTRACT 50054

SUBJECT

(ALL) Authorize Execution of an Amendment to City Secretary Contract No. 50054 to Allow Continued Procurement of Radios, Other System
Equipment, and Services for the Information Technology Solutions Department from Motorola Solutions, Inc. for Three One-Year Terms with a

First Year Amount of $1,462,800.00, Second Year Amount of $1,609,080.00 and Third Year Amount of $1,769,988.00 for a
Cumulative Contract Total of $4,841,868.00

RECOMMENDATION:

It is recommended that the City Council authorize the execution of an amendment to City Secretary Contract No. 50054 for the existing System
Purchase Agreement for additional radios and other system equipment and services for the Information Technology Solutions Department with
Motorola Solutions, Inc. using Houston-Galveston Area Council Contract No. RA05-21, or its successors, for three one-year terms with a first-year
amount of $1,462,800.00, second year amount of $1,609,080.00 and third year amount of $1,769,988.00 for a cumulative contract total of
$4,841,868.00.

DISCUSSION:

The City of Fort Worth maintains a radio communications system, the North Texas Interoperable Radio Network (NTIRN), utilized by most City
departments and almost 180 external government entities.

Mayor and Council Communication (M&C) C-28495 authorized a System Purchase Agreement with Motorola Solutions, Inc. (Motorola) in an
amount of $1,602,101.00 using Houston-Galveston Area Council (H-GAC) Contract RA05-15 for the acquisition and implementation of radio
related capabilities, and establishment of a four-year discount program for the purchase of radios, other system equipment and services. The
discount program includes additional discounts of up to 20% off H-GAC pricing for radio equipment and a discount of up to 5% for services.

M&C C-28495 also authorized the City to purchase similar equipment and services under successive contracts, stating if H-GAC Contract RA05-
15 is not extended but H-GAC executes a new cooperative contract with Motorola Solutions, Inc. with substantially similar terms as H-GAC
Contract RA05-15, that M&C authorizes the City to purchase equipment and services under the new H-GAC contract. The successive contracts
are:

H-GAC Contract RA05-21 is successive to H-GAC Contract RA05-18
H-GAC Contract RA05-18 is successive to H-GAC Contract RA05-15

This M&C will authorize the City to continue purchasing radios, repair services, parts and accessories on an as-needed basis from Motorola using
H-GAC Contract RA05-21, in an amount of $1,462,800.00 for the first year. Future years' expenditures are expected to rise 10 percent each year
as follows: $1,602,080.00 in year two and $1,769,988.00 in year three for a three-year total authorization of $4,841,868.00.

Other terms and conditions of the existing agreement remain the same.

PRICE ANALYSIS - H-GAC provides up to a 25 percent discount off list price for products commonly acquired by the City with no significant
pricing increase compared to the last agreement approved by City Council on December 6, 2016 (M&C P-11978). In addition, Information
Technology Solutions staff negotiated additional discounts of up to 20% off H-GAC pricing in an agreement with Motorola approved by City
Council on December 5, 2017 (M&C C-28495).

SUCCESSOR CONTRACTS - To facilitate planning and budgeting, Staff would prefer to have annual agreements that align with the Fiscal Year.
However, the H-GAC agreements are out of alignment with the City's Fiscal Year and the current terms will expire on July 31, 2023. In order for
these agreements to align with the City's Fiscal Year, adoption of this Mayor and Council Communication technically authorizes (i) a series of
Purchase Agreements, each of which will align to a term of the H-GAC agreement to ensure legal authority exists for the contract, and (ii) an annual
spend amount, future years of which would be subject to City Council appropriation. In the event that a Cooperative Agreement is not renewed,
Staff would cease purchasing at the end of the last Purchase Agreement coinciding with the valid Cooperative Agreements. If the City Council
were to not appropriate funds for a future year, Staff would stop making purchases when the last appropriation expires, regardless of whether the
then-current Purchase Agreement has expired.

The City will initially use H-GAC Contract No. RA05-21 to make purchases authorized by this M&C. As noted, H-GAC Contract No. RA05-21
expires on July 31, 2023. If H-GAC Contract No. RA05-21 is extended, this M&C authorizes the City to purchase similar equipment and supplies
under the extended contracts. If H-GAC Contract No. RA05-21 is not extended, but H-GAC executes a new cooperative contract with Motorola
Solutions, Inc. with substantially similar terms as H-GAC Contract No. RA05-21, this M&C authorizes the City to purchase the equipment and
supplies under the new H-GAC contract.



BUSINESS EQUITY - An MAWBE goal is not assigned when purchasing from an approved purchasing cooperative or public entity.

COOPERATIVE PURCHASE - State law provides that a local government purchasing an item under a Cooperative Purchasing Agreement
satisfies any state law requiring that the local government seek competitive bids for the purchase of the item. The contract was competitively bid to
increase and simplify the purchasing power of government entities across the State of Texas.

ADMINISTRATIVE CHANGE ORDER: An administrative change order or increase may be made by the City Manager up to the amount allowed by
relevant law and the Fort Worth City Code and does not require specific City Council approval as long as sufficient funds have been appropriated.

AGREEMENT TERMS — Upon City Council's approval, the existing agreement will be renewed beginning December 17, 2021 through July 31,
2022 in accordance with H-GAC RA05-21.

RENEWAL OPTIONS — The agreement may be renewed for two (2) additional one-year terms at the City’s option, in accordance with H-GAC
RA05-21. If H-GAC Contract RA05-21 is not extended but H-GAC executes a new cooperative contract with Motorola Solutions, Inc. with
substantially similar terms as H-GAC Contract RA05-21, this M&C authorizes the City to purchase equipment and services under the new H-GAC
contract. This action does not require specific City Council approval provided that the City Council has appropriated sufficient funds to satisfy the
City’s obligations during the renewal term.

FISCAL INFORMATION / CERTIFICATION:

The Director of Finance certifies that upon approval of the recommendations, funds are available in the current operating budget, as appropriated,
of the General Fund and that, prior to an expenditure being made, the participating department has the responsibility to validate the availability of
funds.

Submitted for City Manager's Office by: Valerie Washington 6192

Originating Business Unit Head: Kevin Gunn 2015
Additional Information Contact: Kevin Gunn 2015

Expedited






City of any kind whatsoever, except as to the portions of the payments herein agreed
upon for which funds have been appropriated.

d. Duties and Obligations of the Parties. In the event that the Agreement is
terminated prior to the Expiration Date, City shall pay Vendor for services actually
rendered up to the effective date of termination and Vendor shall continue to provide City
with services requested by City and in accordance with the Agreement up to the effective
date of termination. Upon termination of the Agreement for any reason, Vendor shall
provide City with copies of all completed or partially completed documents prepared
under the Agreement. In the event Vendor has received access to City information or data
as a requirement to perform services hereunder, Vendor shall return all City provided
data to City in a machine readable format or other format deemed acceptable to City.

2. Attorneys’ Fees, Penalties, and Liquidated Damages. To the extent the attached
Agreement requires City to pay attorneys’ fees for any action contemplated or taken, or penalties
or liquidated damages in any amount, City objects to these terms and any such terms are hereby
deleted from the Agreement and shall have no force or effect.

3. Law and Venue. The Agreement and the rights and obligations of the parties
hereto shall be governed by, and construed in accordance with the laws of the United States and
state of Texas, exclusive of conflicts of laws provisions. Venue for any suit brought under the
Agreement shall be in a court of competent jurisdiction in Tarrant County, Texas. To the extent
the Agreement is required to be governed by any state law other than Texas or venue in Tarrant
County, City objects to such terms and any such terms are hereby deleted from the Agreement
and shall have no force or effect.

4, Linked Terms and Conditions. If the Agreement contains a website link to terms
and conditions, the linked terms and conditions located at that website link as of the effective
date of the Agreement shall be the linked terms and conditions referred to in the Agreement. To
the extent that the linked terms and conditions conflict with any provision of either this
Addendum or the Agreement, the provisions contained within this Addendum and the
Agreement shall control. If any changes are made to the linked terms and conditions after the
date of the Agreement, such changes are hereby deleted and void. Further, if Vendor cannot
clearly and sufficiently demonstrate the exact terms and conditions as of the effective date of the
Agreement, all of the linked terms and conditions are hereby deleted and void.

5. Insurance. The City is a governmental entity under the laws of the state of Texas
and pursuant to Chapter 2259 of the Texas Government Code, entitled “Self-Insurance by
Governmental Units,” is self-insured and therefore is not required to purchase insurance. To the
extent the Agreement requires City to purchase insurance, City objects to any such provision, the
parties agree that any such requirement shall be null and void and is hereby deleted from the
Agreement and shall have no force or effect. City will provide a letter of self-insured status as
requested by Vendor.
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6. Sovereign Immunity. Nothing herein constitutes a waiver of City’s sovereign
immunity. To the extent the Agreement requires City to waive its rights or immunities as a
government entity; such provisions are hereby deleted and shall have no force or effect.

7. Indemnity. To the extent the Agreement, in any way, requires City to indemnify
or hold Vendor or any third party harmless from damages of any kind or character, City objects
to these terms and any such terms are hereby deleted from the Agreement and shall have no force
or effect.

8. IP Indemnification. Vendor agrees to indemnify, defend, settle, or pay, at its
own cost and expense, including the payment of reasonable attorney’s fees, any claim or
action against the City for infringement of any U.S. patent, copyright, trade mark, service
mark, trade secret, or other intellectual property right arising from City's use of the
Deliverable(s), or any part thereof, in accordance with the Agreement, it being understood
that the agreement to indemnify, defend, settle or pay shall not apply if City modifies or
misuses the Deliverable(s). Vendor will have no duty to defend or indemnify for any
infringement claim that is based upon: (a) the combination of the Deliverable(s) with any
software, apparatus or device not furnished by Vendor; (b) the use of ancillary equipment
or software not furnished by Vendor and that is attached to or used in connection with the
Deliverable(s); (c) Deliverable(s) designed or manufactured in accordance with City’s
designs, specifications, guidelines or instructions, if the alleged infringement would not
have occurred without such designs, specifications, guidelines or instructions; (d) a
modification of the Deliverable(s) by a party other than Vendor; (e) use of the
Deliverable(s) in a manner for which the Deliverable(s) was not designed or that is
inconsistent with the terms of this Agreement; or (f) the failure by Customer to install an
enhancement release to the Deliverable(s) that is intended to correct the claimed
infringement. . So long as Vendor bears the cost and expense of payment for claims or
actions against the City pursuant to this section 8, Vendor shall have the right to conduct
the defense of any such claim or action and all negotiations for its settlement or
compromise and to settle or compromise any such claim; however, City shall have the right
to fully participate in any and all such settlement, negotiations, or lawsuit as necessary to
protect the City’s interest, and City agrees to cooperate with Vendor in doing so. In the
event City, for whatever reason, assumes the responsibility for payment of costs and
expenses for any claim or action brought against the City for infringement arising under
the Agreement, the City shall have the sole right to conduct the defense of any such claim
or action and all negotiations for its settlement or compromise and to settle or compromise
any such claim; however, Vendor shall fully participate and cooperate with the City in
defense of such claim or action. City agrees to give Vendor timely written notice of any
such claim or action, with copies of all papers City may receive relating thereto.
Notwithstanding the foregoing, the City’s assumption of payment of costs or expenses shall
not eliminate Vendor’s duty to indemnify the City under the Agreement. If the
Deliverable(s), or any part thereof, is held to infringe and the use thereof is enjoined or
restrained or, if as a result of a settlement or compromise, such use is materially adversely
restricted, Vendor shall, at its own expense and as City's sole remedy, either: (a) procure
for City the right to continue to use the Deliverable(s); or (b) modify the Deliverable(s) to
make them/it non-infringing, provided that such modification does not materially adversely
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affect City's authorized use of the Deliverable(s); or (c) replace the Deliverable(s)
with equally suitable, compatible, and functionally equivalent non-infringing Deliverable(s)
at no additional charge to City; or (d) if none of the foregoing alternatives is reasonably
available to Vendor, terminate the Agreement, and refund all amounts paid to Vendor by
the City, subsequent to which termination City may seek any and all remedies available to
City under law. VENDOR’S OBLIGATIONS HEREUNDER SHALL BE SECURED BY
THE REQUISITE INSURANCE COVERAGE REQUIRED BY CITY.

9. Data Breach. Vendor further agrees that it will monitor and test its data
safeguards from time to time, and further agrees to adjust its data safeguards from time to
time in light of relevant circumstances or the results of any relevant testing or
monitoring. If Vendor suspects or becomes aware of any unauthorized access to any
financial or personal identifiable information (“Personal Data”) by any unauthorized
person or third party, or becomes aware of any other security breach relating to Personal
Data held or stored by Vendor under the Agreement or in connection with the performance
of any services performed under the Agreement or any Statement(s) of Work (“Data
Breach”), Vendor shall immediately notify City in writing and shall fully cooperate with
City at Vendor’s expense to prevent or stop such Data Breach. In the event of such Data
Breach, Vendor shall fully and immediately comply with applicable laws, and shall take the
appropriate steps to remedy such Data Breach. Vendor will defend, indemnify and hold
City, its Affiliates, and their respective officers, directors, employees and agents, harmless
from and against any and all claims, suits, causes of action, liability, loss, costs and
damages, including reasonable attorney fees, to the extent arising out of or relating to any
third party claim arising from a breach that is caused by Vendor under its obligations
contained in this Section, except to the extent resulting from the acts or omissions of City.
All Personal Data to which Vendor has access under the Agreement, as between Vendor
and City, will remain the property of City. City hereby consents to the use, processing
and/or disclosure of Personal Data only for the purposes described herein and to the extent
such use or processing is necessary for Vendor to carry out its duties and responsibilities
under the Agreement, any applicable Statement(s) of Work, or as required by law. Vendor
will not transfer Personal Data to third parties other than through its underlying network
provider to perform its obligations under the Agreement, unless authorized in writing by
City. Vendor’s obligation to defend, hold harmless and indemnify City shall remain in full
effect if the Data Breach is the result of the actions of a third party. All Personal Data
delivered to Vendor shall be stored in the United States or other jurisdictions approved by
City in writing and shall not be transferred to any other countries or jurisdictions without
the prior written consent of City.

10.  Insurance. Vendor agrees that insurance coverage provided to City by Vendor is
sufficient for purposes of the Agreement only.

11. No Debt. In compliance with Article 11 § 5 of the Texas Constitution, it is
understood and agreed that all obligations of City hereunder are subject to the availability of
funds. If such funds are not appropriated or become unavailable, City shall have the right to
terminate the Agreement except for those portions of funds which have been appropriated prior
to termination.
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12.  Public Information. City is a government entity under the laws of the State of
Texas and all documents held or maintained by City are subject to disclosure under the Texas
Public Information Act. To the extent the Agreement requires that City maintain records in
violation of the Act, City hereby objects to such provisions and such provisions are hereby
deleted from the Agreement and shall have no force or effect. In the event there is a request for
information marked Confidential or Proprietary, City shall promptly notify Vendor. It will be the
responsibility of Vendor to submit reasons objecting to disclosure. A determination on whether
such reasons are sufficient will not be decided by City, but by the Office of the Attorney General
of the State of Texas or by a court of competent jurisdiction.

13. Addendum Controlling. If any provisions of the attached Agreement, conflict
with the terms herein, are prohibited by applicable law, conflict with any applicable rule,
regulation or ordinance of City, the terms in this Addendum shall control.

14. Network Access.

a. City Network Access. If Vendor, and/or any of its employees, officers,
agents, servants or subcontractors (for purposes of this section “Vendor Personnel”),
requires access to the City’s computer network in order to provide the services herein,
Vendor shall execute and comply with the Network Access Agreement which is attached
hereto as Exhibit “A” and incorporated herein for all purposes.

b. Federal Law Enforcement Database Access. If Vendor, or any Vendor
Personnel, requires access to any federal law enforcement database or any federal
criminal history record information system, including but not limited to Fingerprint
Identification Records System (“FIRS”), Interstate Identification Index System (“IIT
System”), National Crime Information Center (“NCIC”) or National Fingerprint File
(“NFF”), or Texas Law Enforcement Telecommunications Systems (“TLETS”), that is
governed by and/or defined in Title 28, Code of Federal Regulations Part 20 (“CFR Part
20™), for the purpose of providing services for the administration of criminal justice as
defined therein on behalf of the City or the Fort Worth Police Department, under the
Agreement, Vendor shall comply with the Criminal Justice Information Services Security
Policy and CFR Part 20, as amended, and shall separately execute the Federal Bureau of
Investigation Criminal Justice Information Services Security Addendum. No changes,
modifications, alterations, or amendments shall be made to the Security Addendum. The
document must be executed as is, and as approved by the Texas Department of Public
Safety and the United States Attorney General.

15.  Immigration Nationality Act. Vendor shall verify the identity and employment
eligibility of its employees who perform work under the Agreement, including completing the
Employment Eligibility Verification Form (I-9). Upon request by City, Vendor shall provide
City with copies of all I-9 forms and supporting eligibility documentation for each employee
who performs work under the Agreement. Vendor shall adhere to all Federal and State laws as
well as establish appropriate procedures and controls so that no services will be performed by
any Vendor employee who is not legally eligible to perform such services. VENDOR SHALL
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INDEMNIFY CITY AND HOLD CITY HARMLESS FROM ANY PENALTIES,
LIABILITIES, OR LOSSES DUE TO VIOLATIONS OF THIS PARAGRAPH BY
VENDOR, VENDOR’S EMPLOYEES, SUBCONTRACTORS, AGENTS, OR
LICENSEES. City, upon written notice to Vendor, shall have the right to immediately terminate
the Agreement for violations of this provision by Vendor.

16.  No Boycott of Israel. If Vendor has fewer than 10 employees or the Agreement is
for less than $100,000, this section does not apply. Vendor acknowledges that in accordance with
Chapter 2270 of the Texas Government Code, City is prohibited from entering into a contract
with a company for goods or services unless the contract contains a written verification from the
company that it: (1) does not boycott Israel; and (2) will not boycott Israel during the term of the
contract. The terms “boycott Israel” and “company” shall have the meanings ascribed to those
terms in Section 808.001 of the Texas Government Code. By signing this Addendum, Vendor
certifies that Vendor’s signature provides written verification to City that Vendor: (1) does not
boycott Israel; and (2) will not boycott Israel during the term of the Agreement.

17. Right to Audit. Vendor agrees that City shall, until the expiration of three (3)
years after final payment under the Agreement, have access to and the right to examine any
directly pertinent books, documents, papers and records of Vendor involving transactions
relating to the Agreement. Vendor agrees that City shall have access during normal working
hours to all necessary Vendor facilities and shall be provided adequate and appropriate
workspace in order to conduct audits in compliance with the provisions of this section. City shall
give Vendor reasonable advance notice of intended audits.

(signature page follows)
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SECTION 1

STATEMENT OF WORK

This Statement of Work (SOW), including all of its subsections and attachments, is an integral
part of the Services Agreement or other signed agreement between Motorola Solutions and the
Customer (“Agreement”) and is subject to the terms and conditions set forth in the Agreement.

1.1 DESCRIPTION OF SERVICES

SmartConnect ties a configured device to an enabled LMR network through a supported
broadband network and cloud hosted gateway. To take advantage of the SmartConnect
application service, the Customer must have a SmartConnect-capable ASTRO 7.17 or higher
LMR network. This proposal does not support the legacy tiers of the APX platform for
SmartConnect services. The work to upgrade and configure the infrastructure and license and
configure APX NEXT subscriber platform is included in this proposal.

The ViQi Virtual Partner Application Service enables the ViQi Virtual Partner feature in the
supported devices, enables the LTE network (APX NEXT devices only), maintains the ViQi
Virtual Partner cloud platform, and enables provisioning of users and devices in the cloud-
hosted service. To take advantage of the ViQi Virtual Partner Application Service, on-premise
infrastructure components may be required to establish connectivity to the state and local
database. No provision has been made in this proposal to use the LMR network for ViQi Virtual
Partner queries. The work to deploy, upgrade, and configure the infrastructure to enable ViQi
Virtual Partner functionality is included in the scope of this offer and document.

Motorola Solutions Responsibilities

e Gather system information from the customer regarding system IDs and configuration
needed to deploy SmartConnect.

* Gather provisioning information from the customer regarding radios, talkgroups, profile IDs
that SmartConnect will be applied to.

e Update TNCT for SmartConnect configuration and push TNCT configs to the impacted

transport.

Setup and provision CCAdmin.

Configure SmartConnect site in UNC and PM.

Rack and cable intermetworking firewall.

Connect dedicated NICs for LMPs on existing servers.

Install LMP virtual server software and deploy each LMP.

Assist with ViQi set up and configuration.

Deploy and maintain any required infrastructure (server) to establish connectivity to the state

and local database.

Customer Responsibilities

¢ Provide internet connection between ASTRO system (LMP) and the SmartConnect
Gateway in the cloud per specifications provided by Motorola.
¢ Provide Intemet IP access and gateway address.

City of Fort Worth, TX
APX NEXT Infrastructure Upgrade
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* Provide system information on radios, talkgroups, profile IDs that SmartConnect will be
applied to.

» Provision CCAdmin.

» Configure SmartConnect in Subscriber Codeplug.

» Obtain any required state certification or approval of ViQi Virtual Partner.

» Deploy and maintain any required infrastructure (server) to establish connectivity to the state
and local database.

o Procure APX NEXT subscribers to work with the infrastructure services

City of Fort Worth, TX
APX NEXT Infrastructure Upgrade

@ Motorola Solutions Statement of work 1-2





















2. TEST

33 LOCAT'ON SERVlCE Step 1.  From the device list on the location client

expand the device details for RADIO-1.
B
Step 2. Verify that the Latitude, Longitude and

331 Location Information update time are shown for RADIO-1.

Received Step 3. Move the RADIO-1 location enough to
R e cause the RADIO to report a new GPS
location. Verify that the new location
1. DESCRIPTION information is received. (will take a few

) seconds depending on the polling
frequency, should be configured for 30

. . o . seconds in this case.)
The Location system will receive information on the

provisioned subscribers in order to appropriately
map the units on a mapping service.

Note: Location requires reception of a clear GPS
signal which may not always be possible inside of a
building or covering.

SETUP

Location services installed and configured for 30
second updates

RADIO-1 - GPS-enabled and provisioned with
Location Service

Pass Fail
VERSION #1.020 E—
Error! Unknown document property name. November 21, 2017
Error! Unknown document property name. Use or disclosure of this Error! Unknown document property name.proposal is subject
Error! Unknown document property name. to the restrictions on the cover page.
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Errorf Unknown document property name. November 21, 2017
Error! Unknown document property name. Use or disclosure of this Error! Unknown document property name.proposal is subject
Error! Unknown document property name. to the restrictions on the cover page.
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3. TEST

System Manager Screen — Manual Report Generation
1. DESCRIPTION
2. SETUP
3. TEST

Alternate Activation Button — Red Button Activation
1. DESCRIPTION
2. SETUP
3. TEST

7. Individual Siren Testing

Siren Site Testing - Whelen Electronic Sirens (non-activation status)
1. DESCRIPTION
2. SETUP
3. TEST

Siren Site Testing - Whelen Electronic Sirens (Silent Test)
1. DESCRIPTION
2. SETUP
3. TEST

Siren Site Testing - Whelen Electronic Sirens (Remote Activation Test)
1. DESCRIPTION
2. SETUP
3. TEST

Acceptance Test Plan Sign-off

22
23
23
23
23
24
24
24
24
25
26
26
26
26
27
27
27
27
28
28
28
28
29



1. SCOPE OF DOCUMENT

Motorola Solutions Inc. (MSI) will conduct an Acceptance Test Plan (ATP) of the system and siren RTUs purchased by
our customer. This ATP will serve as a test criteria to demonstrate the complete and working operation of each
Control Center, 15 siren RTUs (Remote Terminal Unit), and special RTU (if applicable) in the system as agreed upon,
installed, and delivered. The system will be deemed operational as agreed upon in the SOW (Statement of Work)
upon successful execution of the ATP. The system will then be conditionally accepted by the customer.

2. METHODOLOGY OF TESTS

Fifteen (15) siren sites will be checked for proper individual operation from each activation point in the system. This
consists of activating all emergency sequences for fifteen {15} sirens. The test will simulate as closely as possible
actual operation conditions. In addition to activation, the fifteen {15} sirens and each special RTU (if applicable) will
be tested for correct Status feedback. The specific test points will be defined later in this document. Report
printouts of field status may be appended to the end of this document to show correct operations.

It is suggested that the testing procedure use the two-team approach where one team, consisting of one Motorola
representative and one customer representative, operate one of the control centers, while the other team,
consisting of one Motorola representative and one customer representative, travel to each RTU site to confirm that
the system operates correctly.

In the event that any siren or special RTU (if applicable} fail its initial tests, that particular siren will be re-tested when
Motorola determines that corrective action has been taken to enable proper operation. If any correction was made
to the siren or special RTU (if applicable) hardware, and upon discretion of both parties, the entire site may be re-
tested to insure that the correction did not have any negative effect.

3. ATP COMPLETION AND SYSTEM ACCEPTANCE

When all activation points and fifteen {15) RTUs have passed their tests, the System Acceptance Test Plan will be
considered successfully completed. Final acceptance will occur after the successful completion of the Final System
Acceptance Test. This test will consist of two parts:
1. Asystem wide growl test initiated from each Control Center
2.  Asystem wide full volume activation from the Primary Control Center

e Any failed ATP procedure that is the responsibility of Motorola will be corrected by Motorola.

e Any failed ATP procedure that is due to malfunction of non-Motorola supplied system equipment will

not necessarily fail the ATP.

4. OPTIWARN CONTROL CENTERS

Each of the Control Centers will be used to activate each of the command sequences.. The command sequences and
their respective commands are formally defined in Section 8.

All Control Centers will log and display activation information from all other Control Centers in the system. This
information will be shown on the activation screens of the Control Center, the local alarm/event printer (if
applicable), and also be logged to each Control Center’s hard disk log. This information will allow the operators to
know what the system is doing at all times as well as keep a log of the events in case a review needs to be made of
events taking place in the system. The test for the Control Centers is two fold:

1. Control Center Activation Control and Logging

a) Local Control Center Activation

b} Remote Control Center Activation Logging
2. Control Center Status Logging

a) Siren and Special RTU (if applicable) Status






6. OPTIWARN ACCEPTANCE TEST PLAN

The following tests represent the OptiWarn ATP.

1. DESCRIPTION

Upon successful log-in, the user is taken directly to
the Map screen where overall system status can be
viewed and siren activations can be initiated. An icon
is shown for each siren site and is color-coded for
current general status of the corresponding site
located in the specific location of the site based on
GPS coordinates on the system map. Right-clicking on
any of the siren site icons will open the Single Site
Status pop-up window to view specific status
information for the selected siren.

This test verifies that the OPTIWARN SIREN SYSTEM
Map Screen functions properly.

2. SETUP

Navigate to the Map screen by clicking on the Map
button from the Navigation Ribbon. If the Map button
is not visible, click COMMAND from the Menu and the
Map screen should open automatically.

VERSION #1.000

Step 1

Step 2

Step 3

Step 4

Step 5

3. TEST

Verify general alarm status indications for
each site are shown correctly — solid green
for no alarms, solid red for acknowledged
alarms, blinking red/yellow for
unacknowledged alarms, blinking
green/yellow for sites with alarms that have
returned to normal prior to being
acknowledged.

Placing the mouse over any of the siren site
icons should show a “tooltip” with the site
location. Verify proper site location
information is displayed for each site.

Verify that right-clicking on any of the Siren
Site icons opens the Single Site Status pop-up
window.

Make note of the Mouse Pointer Lat/Long
shown above the map. Verify the proper
settings by moving the mouse point to the
center of one of the Siren Site icons and
right-clicking being careful not to allow the
mouse to move. Compare the Mouse Pointer
Lat/Long with the Map Coordinates for the
site displayed on the Single Site Status
screen. The numbers should be accurate
within 0.001 or so on both Lat/Long.

The general Siren Site icon size is operator
adjustable within the ZOOM section on the
Map screen. The operator can click on the
number within the circle to enter a size
percentage (20-100) or by dragging the circle
left or right to decrease or increase the icon
size. Please note if a site is selected for
activation, currently activating, has an alarm
or unacknowledged alarm, the Siren Site icon
is automatically displayed as full-size.

Pass Fail



1. DESCRIPTION

The OPTIWARN SIREN SYSTEM provides the operator
with the ability to zoom into the Map by dividing the
overall map into 9 “zoomed in” maps. The operator
can choose which zoomed in section to view by
moving the mouse over the mini-map in the ZOOM
section of the Map screen and then left-clicking to
view the zoomed in area.

2. SETUP

Navigate to the Map screen by clicking COMMAND
from the Menu and then clicking the View Activation
Map Screen button if necessary.

VERSION #1.000

3. TEST

Step 1

Step 2

Step 3

Step 4

Step 5

Step 6

With the map zoomed out to the entire
system area, verify the siren site icons
appear in the proper location.

Maneuver the mouse pointer over the mini-
map in the ZOOM section of the Map screen
and note how the different sections are
available with a yellow highlight.

Click the section to zoom in. Verify the
yellow mouse over highlight turns blue, a
new map is displayed in the main section of
the Map screen and only the siren site icons
residing in that area are displayed.

In the SITES section, click the Displayed
toggle to filter the Site List from all sites to
those now displayed on the zoomed in map.

In the Site List, left click on one of the sites
listed and note the associated siren site icon
appears at full size with a blue circle to
highlight its location on the map.

Make note of the Mouse Pointer Lat/Long
shown above the map. Verify the proper
settings by moving the mouse point to the
center of one of the Siren Site icons and
right-clicking being careful not to allow the
mouse to move. Compare the Mouse Pointer
Lat/Long with the Map Coordinates for the
site displayed on the Single Site Status
screen. The numbers should be accurate
within 0.001 or so on both Lat/Long.

Pass Fail



1. DESCRIPTION

All OptiWarn activation tests shall be conducted from
the Siren System Primary Control Center unless
otherwise specified. The alarms demonstrated are to
be made with test equipment where it is practical to
create an actual alarm or when not practical the
alarm will be initiated through the use of the ACE 5TS
programming software. The following will provide a
brief introduction and description of the main display
screens encountered when navigating the OPTIWARN
SIREN SYSTEM GUI (Graphic User Interface).

Upon initial boot-up, the Control Center will
automatically log-in in standard Operator mode which
allows the operator to view and acknowledge alarms,
activate the sirens, and interrogate the sites. View
Only mode allows the operator to view system status
and monitor the system only; NO siren control and
NO site interrogation will be allowed in this mode. [If
the system does not have an operator logged in, the
user can click the Log On button from the button
ribbon which will then prompt the user to enter
his/her Username and Password or Access Code if the
InTouch User Manager is disabled.

2. SETUP

The only setup is for this test is to have the computer
turned on. All necessary software and applications
should start automatically.

VERSION #1.000

3. TEST

Step 1

Step 2

Step 3

Step 4

Step 5

Step 6

Step 7

Step 8

Verify the following ancillary functions are
available on the Primary Control Center by
successfully logging into the SIREN SYSTEM
alerting application with Cperator level
access (Username = OP, Password = op; not
case sensitive).

Navigate to the Map screen by clicking the
Command menu item on the ribbon Bar.

Select all sites/zones by clicking on the ALL
SITES button. Verify all zone buttons
including ALL SITES and all siren site icons
appear with yellow highlight.

Deselect all zones by clicking on the CLEAR
button located near the bottom of the Siren
Command Screen. Verify all zone buttons
and siren site icons lose yellow highlight.

Select individual zones by clicking on the
individual zone buttons (e.g. Northwest,
Northeast, Southwest, and Southeast).
Verify proper zone selection appears with
yellow highlight and verify proper sirens are
shown selected with yellow highlight.

Press CLEAR button to reset all selections.
Verify all zone buttons and siren site icons
lose yellow highlight.

Select individual siren sites by left-clicking on
the individual siren site icons. Verify each
selected siren appears with a vyellow
highlight.

Deselect previously selected siren sites by

left-clicking on the siren site icon and verify
the siren loses yellow highlight.

Pass Fail



Graphical User Interface - Site List

1. DESCRIPTION

This test verifies that the OPTIWARN SIREN SYSTEM
Site List screen functions properly.

2. SETUP

Navigate to the Site List screen by clicking SITE LIST on
the ribbon bar.

If navigating from one of the Siren Status Screens, one
of the Maintenance Command screens or the System
Manager Screen, the Site List should auto-scroll to the
first site displayed on the visible Siren Status Screen.

VERSION #1.000

Step 1

Step 2

Step 3

Step 4

Step 5

3. TEST

Verify the Site List pop-up window appears.

Verify proper site name, and street address
along with siren type is displayed for each
site.

Scroll up and down through the list and
verify information is properly displayed.

Press the Go To Site button and enter a
number from 1-191 and verify site is placed
at the top of the site list unless site number
is too high where the last site in the list
would exceed the max of 191 in which case,
the selected site should still be displayed but
not at the top of the list.

Verify proper site name for each Control
Center/FEP/CEN Unit locations.

Pass Fail



Alarm Processing - Acknowledged Alarm

1. DESCRIPTION

This segment of the test verifies that the bi-state siren
site alarms are processed and communicated to the
OPTIWARN SIREN SYSTEM Primary Control Center.
The alarms will be generated from a combination of
simulated alarms associated with the test siren setup
or via software.

The Alarm indicators on the Siren Status Screen and
Single Site Status Screen shall have the following
characteristics:

Alarms

e If it is normal than the indicator is dark green

@ If an alarm is active and is not acknowledged
then the indicator is blinking in red/yellow colors

® {f an alarm is active and acknowledged than
indicator is solid red

e |f an alarm returns to normal but is not
acknowledged, then the indicator is blinking in
yellow/dark green colors

e If an alarm returns to normal and is
acknowledged than the indicator is dark green

e If a specific alarm is not applicable for a site, the
indicator will be gray

Status

e For event status the color scheme is dark green
for “standby” state.

@ Bright green for “active state”

e [f a specific status is not applicable for a site, the
indicator will be gray

2. SETUP

Navigate to the Siren Status screen by clicking the
Status button and then clicking the Sirens button on
the Status Selection pop-up screen.

VERSION #1.000

Step 1

Step 2

Step 3

Step 4

Step 5

Step 6

Step 7

Step 8

Step 9

3. TEST

The Siren Communication status should
show ALARM on all R$232-based sirens since
the associated ACE RTU is not connected to a
live Siren during staging. This status wili be
disabled and represented by a gray alarm
icon for any mechanical sirens.

Create an alarm condition on a mechanical
siren site by toggling the associated digital
input (D43 - Intrusion).

Verify that the colored status for the
associated alarm on each Control Center is
blinking red and yellow and that the "state"
text is red and is displayed for the correct
alarm point and site.

Click the associated site "acknowledge"
button on any of the Control Centers and
verify the alarm status becomes solid red on
each Control Center.

Navigate to the Alarm Summary screen by
clicking ALARM SUM on the ribbon bar and
confirm the screen is in Historical mode.
Then verify that the alarm displays in red text
on the Alarm Summary window followed by
black text with the timestamp associated
with both events.

Toggle the mode to Summary and verify the
alarm indication appears in black text.

Return the alarm point to the normal
condition. Verify that the colored alarm icon
for the associated alarm returns to normal
on each Control Center.

Verify that the alarm text has an additional
entry in green on the Alarm Summary.

Toggle the mode to Summary and verify the

alarm indication is no longer present in the
list.

Pass Fail



1. DESCRIPTION

This segment of the test verifies that the bi-state siren
site alarms are processed and communicated to each
of the OptiWarn Control Centers. The alarms will be
generated from a combination of simulated alarms
associated with the test siren setup or via software.
The Alarm indicators on the Siren Status Screen or
Single Site Status Screen shall have the following
characteristics:

Alarms

e If itis normal than the indicator is dark green

@ If an alarm is active and is not acknowledged
then the indicator is blinking in red/yellow colors

e |If an alarm is active and acknowledged than
indicator is solid red

e |If an alarm returns to normal but is not
acknowledged, then the indicator is blinking in
vellow/dark green colors

e If an alarm returns to normal and is
acknowledged than the indicator is dark green

e |If a specific alarm is not applicable for a site, the
indicator will be gray

Status

® For event status the color scheme is dark green
for “standby” state.

® Bright green for “active state”

e If a specific status is not applicable for a site, the

indicator will be gray

2. SETUP

No additional setup is necessary.

VERSION #1.000

Step 1

Step 2

Step 3

Step 4

Step 5

Step 6

Step 7

Step 8

Step 9

Step 10

3. TEST

Create an alarm condition on a mechanical
siren site by toggling the associated digital
input (Di#3 - Intrusion).

Verify that the colored alarm icon for the
associated alarm on each of the Control
Centers is blinking red and yellow and that
the "state" text is red and is displayed for the
correct alarm point and site.

Navigate to the Alarm Summary screen and
verify that the alarm displays in red text on
the Alarm Summary window.

Toggle the mode to Summary and verify the
alarm indication displays in red text.

Return the alarm point to the normal
condition. Verify that the colored alarm icon
for the associated alarm returns to normal
but remains blinking green and yellow on
each Control Center.

Navigate to the Alarm Summary screen and
verify that the alarm displays in green text on
the Alarm Summary window.

Toggle the mode to Summary and verify the
alarm indication displays in green text.

Click the associated site "acknowledge"
button on either computer and verify the
alarm icon becomes solid green.

Navigate to the Alarm Summary screen and
verify that the alarm displays in black text on

the Alarm Summary window.

Toggle the mode to Summary and verify the
alarm indication is no longer in the list.

Pass Fail



1. DESCRIPTION

This segment of the test verifies that the bi-state FEP
site alarms are processed and communicated to the
OPTIWARN SIREN SYSTEM Primary Activation
Computer. The alarms will be generated from real
alarms associated with the FEP sites.

The alarm point indicators are preconfigured for the
SIREN SYSTEM. There are up to three (3) alarm points
per FEP. The Alarm indicators on the FEP Status
Screen have the following characteristics:

Alarms

@ if itis normal than the indicator is dark green

e If an alarm is active and is not acknowledged
then the indicator is blinking in red/yellow colors

e |f an alarm is active and acknowledged than
indicator is solid red

e If an alarm returns to normal but is not
acknowledged, then the indicator is blinking in
yellow/dark green colors

e If an alarm returns to normal and s
acknowledged than the indicator is dark green

2. SETUP

A charged ACE battery must be present in order to
pass this test. After the PWR IN cable has been
removed it will take around 60 seconds for the Alarm
to reach the Control Centers. The reason this alarm
takes so long is that there is an embedded delay timer
within the application to rule out a site only losing
power for a few seconds.

VERSION #1.000

3. TEST

Step1 Select an FEP for the test and remove the
PWR IN cable on the Power Supply module
or unplug the AC power cord.

* as the siren RTUs are to be powered by the siren

batteries, this test is N/A for them

Step 2 Verify that PWR light turns Yellow and the
BATT light turns Red on the ACE Power
Supply Module.

Step 3 After approximately 60 seconds, verify that
an ACE AC Voltage alarm for the appropriate
FEP is received on the FEP/CEN Status screen
on all Control Centers.

Step4 Reconnect PWR IN cable to Power Supply
module. Verify the PWR light returns to
Green and the BATT light starts blinking
indicating the battery backup is being
charged.

Step 5 After approximately 60 seconds, verify the
ACE AC Voltage alarm returns to normal.

Step 6 Disconnect the Ethernet cable to the Backup
FEP. Within 25 minutes, an ACE
Communication alarm will appear on each
Control Center.

Step7 Reconnect the Ethernet cable to the Backup
FEP and interrogate the FEP via Interrogation
Ribbon.

Step 8 Verify the ACE Communication alarm returns

to normal and the Last Received Time & Date
is updated with the current time.

Pass Fail



1. DESCRIPTION

This test wverifies that if the communication
connection between the Control Center and the
corresponding FEP is disconnected that an alarm will
be present on each Control Center.

The connection between the OptiWarn Control

Center and its associated FEP is an Ethernet link.

2. SETUP

VERSION #1.000

Step 1

Step 2

Step 3

Step 4

Step 5

Step &

3. TEST

Disconnect the Ethernet link from the
computer.

An alarm will be created causing the Modbus
Failure pop-up screen to appear on the local
computer. Should display Current
Communication Status alarm  with an
associated Acknowledge button.

Verify the existence of a Computer
Communication alarm for the appropriate
FEP site on ALL Control Centers.

Reconnect the Ethernet link.

Verify the Modbus Failure pop-up shows
blinking Normal on the local computer. Click
the Acknowledge button and the pop-up
window should disappear.

Check that the Computer Communication

alarm returns to normal on ALL Control
Centers.

Pass Fail



1. DESCRIPTION

The Alarm Summary Screen provides a text display of
all alarms currently present in the system. On this
screen, the operator can switch Historical and
Summary mode by selecting the “Historical”
"Summary” toggles. In Historical mode, a
chronological list of the most recent 5000 alarms and
events is displayed. In Summary mode, only the
current alarms are displayed — i.e. items currently in
alarm or have not yet been acknowledged.

Additionally, the display can be filtered to show only
alarms based on site number, by zone, or by priority.

Alarms and events are all logged with date and time
when the alarm or event took place. In addition, the
alarms and events are also color-coded - red for
alarms, green for return to normal, black for
acknowledge and blue for events.

This test verifies that the OPTIWARN SIREN SYSTEM

Alarm Summary screen functions properly.

2. SETUP

Navigate to the Alarm Summary screen by clicking on
the ALARM SUM menu item.

VERSION #1.000

Step 1

Step 2

Step 3

Step 4

Step 5

Step 6

3. TEST

Verify the Alarm Summary screen has been
logging alarms, events, and acknowledges

properly.

Verify mode toggling between default
Historical and Summary by selecting the
appropriate toggle.

Verify alarm filtering functionality of only
alarms/events associated with the FEPs &
PCs by selecting the FEPs & PCs toggle.

Verify alarm filtering functionality of only
alarms/events associated with all of the siren
sites by selecting the Sirens Only toggle.

Verify alarm filtering functionality of only
alarms/events associated with a specific
siren by selecting the Specific Siren toggle
and entering the appropriate site number in
the associated box.

Verify alarm filtering functionality of only
alarms/events with a particular priority by
clicking the From: XXX button and entering a
specific priority {(e.g. 4 for Intrusion alarms)
and clicking the To: XXX button and entering
the same specific priority.

Pass Fail



1. DESCRIPTION

The Alarm Summary Screen provides a third mode -
Logger. While in Logger mode, the operator can
specify a date/time range in addition to the other
alarm filtering functionality from the previous test.

In the OPTIWARN SIREN SYSTEM, all alarms and
events are not only displayed on the Alarm Summary
screen and logged to a daily alarm/event file, they are
also logged to a SQL database. In Logger mode, the
operator essentially performs queries on the SQL
database to display specific alarm/event information
based on the filters selected by the operator.

This test verifies that the OPTIWARN SIREN SYSTEM

Alarm Summary screen functions properly.

2.SETUP

Navigate to the Alarm Summary screen by clicking on
the ALARM SUM menu item.

VERSION #1.000

Step 1

Step 2

Step 3

Step 4

Step 5

Step 6

3. TEST

To enter Logger mode, click the Logger
toggle. Previous alarm filtering selections
should remain while new entries for
Start/End Date/Time are visible to the
operator.

Verify the Start Date/Time displays today’s
date with a time of 00:00:00 {midnight} and
End Date/Time displays today’s date and
current time.

Verify proper alarm/event display based on
previously selected alarm filtering.

Click the Reset Alarm/Event Logger Filtering
button to reset the filters to default including
updating the Start/End Date/Time.

Change the Start/End Date/Time selections,
set the From/To Priorities, and select a
Specific Siren. Notice that the alarm logger
display does NOT change. Click the Update
Alarm/Event Filtering button.

Verify the appropriate alarms/events are
displayed given the above selections.

Pass Fail



Siren Site Interrogation

1. DESCRIPTION

This test verifies that the user can manually
interrogate sites through the Interrogation ribbon in
the OPTIWARN SIREN SYSTEM application.

The OPTIWARN SIREN SYSTEM is configured to
automatically interrogate the Siren Sites on a regular
basis. Each Control Center/FEP in the system has the
ability to interrogate the siren sites independently.

There is a Disable Interrogation Schedule button on
the interrogation ribbon available to users logged in
with System Manager access level which allows the
user to turn off the automatic periodic interrogation
cycles. This button is only effective for the FEP
connected to the specific Control Center where this
option was implemented. Please note that operator-
initiated interrogations will still be available as well as
siren activation report initiated interrogations.

2.SETUP

Be sure all active sites are communicating properly.
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3. TEST

Step1 Click INTERROGATE on the Menu to display
the Interrogation Ribbon.

Step 2 Click the RTU interrogation button which wil
bring up a keypad that allows the operator to
enter the specific RTU number to be
interrogated.

Step 3 Note the Current Interrogate indication on
the Menu which should match the number
entered by the Operator and note the
animation on the RTU interrogation button.

Step4 Click on the ALL SITES button to interrogate
all the sirens in the system. Verify Current
Site being Interrogated shows incrementing
siren site numbers starting at 1 and
proceeding to the last site number. Before
allowing the interrogation cycle to complete,
press the CANCEL button and verify cycle
ceases immediately. Verify  Current
interrogate returns to ldle.

Part 2 - Single Site Status Screen
Step 5 Click COMMAND on the Menu to display the
Command Ribbon and the Map Screen.

Step 6 Right click on one of the Siren Site icons to
display the Single Site Status screen. Make
note of the Last Received time & date before
clicking the Interrogate Site button.

Step7 Note the Current Interrogate indication on
the Menu which should match the site
number associated with the Single Site
Status screen and note the Interrogate Site
button animation.

Step 8 Once the site responds to the interrogation,

the Last Received time & date should
update.

Pass Fail



Siren Site Communication Failure

3. TEST
1. DESCRIPTION Step1 Click INTERROGATE on the Menu to open the
This test verifies that a loss of communication to each Ir'1terrogation Ribbon and decide which Siren
site will be reported to the OPTIWARN SIREN SYSTEM site to test.
application.

Step 2 Disconnect the designated Siren site’s radio
by removing the connection between the
2. SETUP ACE CPU and the radio.
No additional setup is necessary for this test. Step3 Perform an interrogation to the selected
Siren site by clicking the RTU interrogate
button and entering the appropriate site
number.

Step4 Confirm that a Radio Communication alarm
appears in the mini-Alarm  Summary
displayed on the Interrogation Ribbon. The
Radio Communication alarm is also displayed
on the appropriate Siren Status screen for

the associated Siren site.

* Please note that Radio Communication alarms are determined
independently on each FEP so this alarm will NOT necessarily
appear on all computers unless the other FEP(s) interrogate that
site as well.

Step 5 Reconnect the Siren site’s radio to the ACE
CPU and interrogate the Siren site again.
Confirm the Siren site has returned to
normal communication status.

VERSION #1.000
Pass Fail



1. DESCRIPTION

All siren activations can happen from the Map screen
where the siren site icons are displayed based on GPS
coordinates. There are also Maintenance Command
screens that list the sirens in numerical order which
could be easier for an operator unfamiliar with the
layout of the sirens within the system.

Whether the sirens are activated from the Map
screen or the Maintenance screens, the sirens
activate the same way. One other difference between
the Map screen and the Maintenance screens is the
Zone Selection buttons are only present on the Map
screen so for the purposes of this test, we will
activate from the Map screen.

The bottom row of buttons is consistent on each
activation screen which includes CLEAR selections,
START and STOP.

This test demonstrates the sending of the
Silent/Quiet Test command from the OPTIWARN
SIREN SYSTEM application to all of the Siren sites.

2. SETUP

Navigate to the Map screen by clicking COMMAND on
the Menu.

3. TEST

Step1 From the Primary Control Center bring up
the Map screen.

Step2 Send a command to all sites/zones by
clicking the ALL SITES button (verify yellow
indicator on all zone buttons, ALL SITES and
each Siren Site icon), clicking Silent/Quiet
Test (verify yellow indicator} and START
{verify change to blinking WAIT text).

Step3 On ALL Control Centers, verify all the zone
indicators change from solid yellow to light
blue. Verify the Silent/Quiet Test indication
changes from solid yellow to blinking light
blue and yellow. Verify each of the Siren Site
icons change from solid yellow to light blue.
Bring mouse pointer over one of the active
sirens and the command name should be
appended to the site location information as
part of the Tooltip.

Step 4 Verify the test siren is running an inaudible
siren test.

Step 5 On ALL Control Centers, verify the current
siren activation information is displayed on
the Last Activation Status pop-up window
and is properly displayed on the Status Bar
for the duration of the activation.

Step6& Thirty seconds after the activation s
complete, the Primary FEP will automatically
initiate an interrogation cycle to retrieve the
siren activation results from all the sites

involved in the activation.
* The user can monitor the Siren Status screen to watch the activation
results report

Step7 On ALL Control Centers, verify the
appropriate status for all siren sites is
displayed.

Step8 On ALL Control Centers, verify the siren
activation report appears properly.

Pass Fail



1. DESCRIPTION

All siren activations can happen from the Map screen
where the siren site icons are displayed based on GPS
coordinates. There are also Maintenance Command
screens that list the sirens in numerical order which
could be easier for an operator unfamiliar with the
layout of the sirens within the system.

Whether the sirens are activated from the Map
screen or the Maintenance screens, the sirens
activate the same way. One other difference between
the Map screen and the Maintenance screens is the
Zone Selection buttons are only present on the Map
screen so for the purposes of this test, we will
activate from the Map screen.

The bottom row of buttons is consistent on each
activation screen which includes CLEAR selections,
START and STOP.

This test demonstrates the sending of the

Silent/Quiet Test command from the OPTIWARN
SIREN SYSTEM application to a single siren site.

2. SETUP

Navigate to the Map screen by clicking COMMAND on
the Menu.

VERSION #1.000

3. TEST

Step1l Send a command to a Siren Site by clicking
on the associated Siren Site icon {verify
vellow indicator), clicking Silent/Quiet Test
button (verify yellow indicator) and START
{verify change to blinking WAIT text).

Step2 On ALL Control Centers, verify the Siren Site
icon changes from solid yellow to light blue.
Verify the Silent/Quiet Test indication
changes from solid yellow to blinking light
blue and yellow.

Step 3 Verify the simulated siren is operating
properly with the appropriate timing.

Step4 On ALL Control Centers, verify the current
siren activation information is displayed on
the Last Activation Status pop-up window
and is properly displayed on the Status Bar
for the duration of the activation.

Step5 Thirty seconds after the activation is
complete, the Primary FEP will automatically
initiate an interrogation cycle to retrieve the
siren activation results from all the sites (just

one for this test) involved in the activation.
* The user can monitor the Single Siren Status screen associated
with the specific site to watch the activation results report

Step6 On ALL Control Centers, verify the
appropriate status for the test siren is
displayed.

Step7 On ALL Control Centers, verify the siren
activation report appears properly.

Pass Fail



1. DESCRIPTION

This test verifies that the OPTIWARN SIREN SYSTEM
Siren Command Logger screen functions properly.

This screen displays the last 250 Siren command
sequences performed throughout the system. This log
is actually stored and maintained by the FEP
associated with the computer.

2. SETUP

Navigate to the Siren Command Logger screen by
clicking SYSTEM TOOLS on the Menu and then clicking
the Siren Command Logger button.

VERSION #1.000

Step 1

Step 2

Step 3

Step 4

Step 5

Step 6

3. TEST

Verify the Siren Command Logger shows
each of the siren activation commands
performed during this test.

Check proper Command Sequence is listed
for each, sequence duration appears as
expected, number of sirens effected,
sequence number (starts 16xx for all
commands sent from the Primary Control
Center; 32xx for all commands sent from the
Secondary Control Center, etc.), and
appropriate Start time and date.

Scroll up/down the list and make sure the
events scroll as expected.

Click on any of the non-zero Activation IDs
and view the pop-up explorer window. The
files filtered in the window should each start
with the Activation ID in 5-digit (i.e. 00000)
format. There should be two files - one with
“full siren info” and one with “list only” in
the file name.

Double-click the file with “list only” in the file
name and Notepad should appear as a pop-
up window containing the activation details
for the event selected. This information
includes the date/time, specific command
sequence activated, the sequence ID,
activation ID and then a list of site numbers
with their siren numbers. This information
also includes whether the command was
“Operator Initiated”, “Remote Activation”
(i.e. activated from a different Control
Center), or “Automated Scheduler”.

Double-click the file with “full siren info” in
the file name and Notepad should appear as
a pop-up window containing the activation
details for the event selected. This
information includes the same information
as the “list only” file, but also includes the
siren address information.

Pass Fail



1. DESCRIPTION

This test verifies that Siren sites can be enabled and
disabled on the System Manager screen and this state
is reflected throughout the system,

2. SETUP

Navigate to the System Manager Screen by clicking on
SYSTEM TOOLS on the Menu and clicking on the
System Manager button. The System Manager screen
is only accessible if the User login and password have
administrator rights {Access Level = 9999).

VERSION #1.000

Step 1

Step 2

Step 3

Step 4

Step 5

Step 6

Step 7

Step 8

3. TEST

Navigate to the System Manager screen.

Disable the siren site by clicking the green
checkmark icon next to the siren site number
to be disabled.

Navigate to the Map screen. Verify the
associated siren site icon appears in gray.

Right-click the siren site icon to display the
Single Site Status screen. Verify all the status
indications for the associated site are shown
in gray.

Navigate to the Siren Status screen by
clicking the Show Status Screen button.
Verify all the status indications for the
associated site are shown in gray.

Navigate back to the System Manager screen
and enable the siren site by clicking on the
red X icon next to the siren site number to be
enabled.

Recheck the Map screen, Single Site Status
screen, and Siren Status screen to be sure
site has returned to normal status except for
a Radio Communication alarm.

Navigate to the Single Site Status screen for
the site and click the Interrogate Site button.
Within a few seconds, the Radio
Communication status should return to
normal.

Pass Fail



1. DESCRIPTION

The OPTIWARN SIREN SYSTEM uses Microsoft Excel
to generate siren activation reports. Reports are
generated automatically following every siren
activation including individual siren activations.

Reports are saved under C:\OptiWarnData\Reports
and have a file naming convention as follows: YYYY-
MM-DD_HHMMSS xls.

2. SETUP

Navigate to the System Manager screen. Verify
Microsoft Excel is running by making sure a flashing
“R” indication does not appear in the Status Bar.

VERSION #1.000

3. TEST

Step 1 Navigate to the System Manager screen.

Step 2 If Print/Save mode is set to Print, click on the
Print Now button. A green line will appear
below the button to confirm the report is in
the process of being created.

If Print/Save mode is set to Save Only, click
on the Save Now button. A green line will
appear below the button to confirm the
report is in the process of being created.

Step 3 If Print/Save made is set to Print, the report
will be generated and printed to the
Windows Default Printer. If Print/Save mode
is set to Save Only, the report will just be
created without being printed.

Step 4 Verify creation of the report by clicking the
Past Reports button which will open an
explorer pop-up window listing the reports
stored in C:\OptiWarnData\Reports.

Pass Fail



3. TEST

1. DESCRIPTION Step 1 Personnel should be monitoring the Bolt
Street OptiWarn Control Center.

The OPTIWARN SIREN SYSTEM supports an alternate

form of siren activation. It is intended to be a Step 2 Depress the Red button

simplified activation to only be used in an emergency.

The Alternate Activation process is to be used at the Step3  Confirm on the Bolt Street OptiWarn Control
Bolt Street - Fire Dispatch location. This activation Center that all sirens have been activated for
method will activate all sirens in the system for the proper operation (depending on the
Tornado Warning {full 3-minute emergency wiring of the Red button).

activation).

The Alternate Activation will be in the form of a large
Red “mushroom” style button.

2. SETUP

In order to test the full 3-minute Tornado Warning
activation, no additional setup is required other than
the installation of the Red button in the Fire Dispatch
Center.

However, if the full 3-minute activation is not
appropriate for testing purposes, the push-button can
be rewired to DI #8 instead of DI #5 on the FEP.
Additionally, DI #6 will perform a 90-second test and
DI #7 will perform a 15-second test.

The test can be monitored from the Bolt Street
OptiWarn Control Center.

Pass Fail

VERSION #1.000






1. DESCRIPTION

The OPTIWARN SIREN SYSTEM has the ability to
function with several different siren types including
different manufacturers even in the same system. The
testing for each siren is specific to the siren
manufacturer and model.

2. SETUP

Navigate to the Map screen by clicking COMMAND on
the Menu.

At the site, the ACE RTU should be appropriately
connected to the Whelen Siren including power (if
applicable), RS232 communication, box intrusion (if
applicable), and Live PA audio (if applicable).

VERSION #1.000

Step 1

Step 2

Step 3

Step 4

Step 5

Step 6

Step 7

Step 8

Step 9

Step 10

3. TEST

Right-click on the Siren lcon for the site to be
tested to view the Single Site Status pop-up.

Verify all site status appears normal with all
siren cabinet doors closed.

If Intrusion detection is included, open the
siren controller cabinet door and verify
Intrusion alarm appears for the site.

Close the siren controller cabinet door and
verify Intrusion alarm returns to normal.

Repeat for the siren battery compartment
and the ACE cabinet to confirm any of the
cabinet doors will report an Intrusion alarm
when open.

If the siren is AC-powered with battery
backup, disconnect AC power from the siren
and verify Siren AC alarm appears for the
site.

If the ACE RTU is AC-powered with battery
backup, verify RTU Input Power alarm
appears for the site.

Return AC power to the siren and verify Siren
AC alarm returns to normal and the RTU
Input Power alarm returns to normal.

Disconnect the RS232 cable between the ACE
RTU and Whelen Siren controller and verify
Siren Communication alarm appears within
30-45 seconds.

Reconnect the R5232 cable and verify Siren
Communication alarm returns to normal.

Siren Number Pass Fail




1. DESCRIPTION

The OPTIWARN SIREN SYSTEM has the ability to
function with several different siren types including
different manufacturers even in the same system. The
testing for each siren is specific to the siren
manufacturer and model.

2. SETUP

Navigate to the Map screen by clicking COMMAND on
the Menu.

At the site, the ACE RTU should be appropriately
connected to the Whelen Siren including power (if
applicable), R5232 communication, box intrusion (if
applicable), and Live PA audio (if applicable}.

VERSION #1.000

Step 1

Step 2

Step 3

Step 4

Step 5

Step 6

Step 7

Step 8

Step 9

Step 10

3. TEST

Right-click on the Siren Icon for the site to be
tested to view the Single Site Status pop-up.

Verify all site status appears normal except
Intrusion with siren controller cabinet open.

From the front panel of the Whelen
controller, press the button labeled Silent
Test to initiate an amplifier test of the siren.

With a fully functional siren, the FULL and
PART LEDs should illuminate on the siren
controller. Verify a False alarm appears for
the site. If any amps function properly, the
PART LED will appear..if all the amps
function properly, the FULL LED will also
appear.

With the ACE RTU cabinet open, open the
ACE CPU door and press/hold the push
button labeled PB for 2-3 seconds. Verify the
Whelen siren runs a local Silent Test.

Verify the False alarm resets to normal, Local
Test status appears bright green, and Full
status appears bright green along with
Command Confirm..

If the siren is a rotating siren, verify the siren
head rotates for the duration of the Silent
Test, the ROT LED illuminates on the siren
controller and verify the Rotation status
appears bright green.

Disconnect the R5232 cable between the ACE
CPU and the Whelen Siren Controller.

Press and hold PB for 2-3 seconds. Verify the
Whelen siren does NOT run a Sitent Test.

Verify Command Failure alarm indicating the
siren failed one or more RS$232 command
functions and Command Confirm is clear.

Siren Number Pass Fail




1. DESCRIPTION

The OPTIWARN SIREN SYSTEM has the ability to
function with several different siren types including
different manufacturers even in the same system. The
testing for each siren is specific to the siren
manufacturer and model.

2. SETUP

Navigate to the Map screen by clicking COMMAND on
the Menu.

At the site, the ACE RTU should be appropriately
connected to the Whelen Siren including power (if
applicable), R$232 communication, box intrusion (if
applicable), and Live PA audio {if applicable).

VERSION #1.000

Step 1

Step 2

Step 3

Step 4

Step 5

Step &6

Step 7

Step 8

Step 9

Step 10

3. TEST

Right-click on the Siren Icon for the site to be
tested to view the Single Site Status pop-up.

Verify all site status appears normal except
Intrusion with siren controller cabinet open.

Click the Siren lcon to select the siren for
activation. Click Silent Test and click START.

With a fully functional siren, the FULL and
PART LEDs should illuminate on the siren
controller.

if the siren is a rotating siren, verify the siren
head rotates for the duration of the Silent
Test, the ROT LED illuminates on the siren
controller and verify the Rotation status
appears bright green.

Within a minute after the command
completes, Full or Partial Activation should
illuminate along with Siren Rotation if
applicable on the OptiWarn Control Center.

If a Full Activation was received, disconnect
one of the amplifiers and rerun the test. The
results should be similar to Step 6 except
Partial Activation should illuminate instead
of Full Activation.

Reconnect the previously disconnected
amplifier, but disconnect the rotor and rerun
the test. The results should be similar to Step
6 except Siren Rotation Fail should illuminate
instead of Siren Rotation.

Reconnect the rotor, but disconnect all the
amplifiers and rerun the test. The results
should be similar to Step 6 except Activation
Failure should replace Full or Partial
Activation.

Reconnect the amps and rerun the test. The
results should match those from Step 6.

Siren Number Pass Fail




Acceptance Test Plan Sign-off

By their signatures below, the following witnesses certify they have observed the system Acceptance Test
Procedures detailed above.

CUSTOMER REPRESENTATIVE:

Please Sign Name: Date:

Please Print Name: Initials:

Please Print Title:

MOTOROLA SOLUTIONS REPRESENTATIVE:

Please Sign Name: Date:

Please Print Name: Initials:

Please Print Title:
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